WEB MARKETING

~_perpetrators, Wit appedr on rmobn.org in - EEEEEEEEE EEEEE

24 Harvard Business Review | December 2009 | hbr.org



http://blogs.hbr.org/hbr/hbr-now/2009/11/dark-underbelly-of-online-ads.html

— CLICK FAKERS

1 Security firms estimate that as

infected with “botnet” software — of supposed ad views. Some show a banner for just a few sec-
programs that, among other things, fake 5 onds before substituting something else, giving users too little time to
see the offer. Others cover ads with unrelated material. The worst put
ads in hidden windows, making them literally invisible.

clicks on online ads. Advertisers paying by
the click (as they typically do when buying
ads from search engines) must closely
monitor their sales rates to avoid buying
thousands of bogus clicks. I
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often toolbars or other trinkets
promising smileys and the like, dupe users
into running web searches when they try
to navigate directly to specific sites. The
toolbar maker then charges advertisers for
“steering” traffic to sites the users would
have visited anyway.

|

|

|

|

i F Some ad networks pay affiliates
to refer users to their sites: If an

| advertiser makes a sale to a user whose

computer provides a special tracking cookie,
the advertiser knows to pay a commission to
e E oo the corresponding affiliate. Rogue affiliates
find ways to place their cookies unrequested
on computers — garnering commissions with-
out actually causing or encouraging sales.
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